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Anmerkung:

Aus Grunden der besseren Lesbarkeit wird auf die gleichzeitige Verwendung mdnnlicher, weiblicher und anderer Sprachformen verzichtet, Stmtliche Per-
sonenbezeichnungen gelten im Sinne der Gleichbehandlung grundsdtzlich flr alle Geschlechter. Die verkirzte Sprachform hat nur redaktionelle Griinde und
beinhaltet keine Wertunag.
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1 LEITBILD

Nachhaltiges Wirtschaften begriindet die Zukunftsperspektive fir Umwelt, Gesellschaft und Wirtschaft und auch
flr jeden einzelnen Mitarbeiter oder Geschdftspartner der INDUS Holding AG (Konzernmuttergesellschaft) und
ihren Beteiligungen.

Grundpfeiler der gruppentbergreifenden Unternehmenskultur ist ein gemeinsames Verstandnis fur Werte und
Risikominimierung fur eine nachhaltige Unternehmensentwickliunag.

FUr uns ist es selbstverstdndlich, dass die Erflllung von Recht und Gesetz hochste Prioritdt genieBt. Es ist uns
bewusst, dass VerstoBe schwerwiegende Folgen flr unsere Unternehmensgruppe, die Beschdftigten, unsere Ge-
schdftspartner und sonstige Betroffene haben kénnen, Daher gilt es, etwaige Risiken oder Vaorfdlle friihzeitig zu
erkennen, entsprechende GegenmaBnahmen einzuleiten und mogliche Schdden abzuwenden.

Aus diesem Grund haben wir unsere Integritdts- und Compliance-MaBnahmen durch ein wirksames Hinweis-
gebersystem ergdnzt, Mitarbeitende, Geschaftspartner sowie Dritte haben jederzeit die Mdglichkeit, Bedenken
vorzubringen oder unregelmdBiges Verhalten zu melden - auf Wunsch auch anonym. Einheitliche und schnelle
Prozesse sowie eine vertrauliche und professionelle Bearbeitung von Hinweisen durch den Fachbereich Compli-
ance der INDUS Holding AG (im Folgenden ,Fachbereich Compliance”) bilden die Basis dieses Systems.

2 WER KANN DAS VERFAHREN NUTZEN?

Sdmtliche Beschdftigte, Zeitarbeiter, Beschdftigte bei unmittelbaren oder mittelbaren Zulieferern, Geschafts-
partner, Kunden und alle, die ein Interesse am Waohlergehen der Gesellschaft haben, kénnen vertraulich Beden-
ken ansprechen und somit Hinweise auf potenzielle Risiken oder Versto3e einreichen.

3 FUR WELCHE ART VON HINWEISEN IST DAS MELDE-
VERFAHREN VERWENDBAR?

Mit dem Meldeverfahren mochten wir jeden zu einer Meldung ermutigen, der Kenntnis oder einen begriindeten
Verdacht hinsichtlich:

moglicher VerstdBe gegen den Verhaltenskodex,

moglicher VerstdBe zu menschenrechtlichen und umweltbezogenen Risiken und/ oder Pflichtverletzungen im
eigenen Geschdftsbereich oder innerhalb der Lieferkette,

moglicher Verstd3e gegen Gesetze und Richtlinien,
moglicher VerstdBe und Beschwerden (auch ochne Compliance-Bezug)

hat.
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4 UBER WELCHE MELDEKANALE KONNEN HINWEISE
EINGEREICHT WERDEN?

Alle Beschdftigte sowie externe Personen kdnnen Uber folgende Kandle Hinweise abgeben:

DIGITAL (Weblink oder mobile ,SpeakUp"-App) oder TELEFONISCH:

Uber das digitale Hinweisgebersystem, das in verschiedenen Sprachen zur Verfiigung steht. Das System ist
grundsdtzlich kostenfrei. Bei telefonischer Kontaktaufnahme kénnen je nach Anbieter und Land Kosten anfallen.

Es ist rund um die Uhr, auf Wunsch auch anonym, zu erreichen.

,SpeakUp" Telefon:  0800-1818952
Organisationscode: 121695
.SpeakUp" Weblink:  https://www.speakupfeedback.eu/web/ipetronik/de

“SpeakUp" QR-Code:

POSTALISCH: Per Post oder per E-Mail an den Fachbereich Compliance
unter folgender Anschrift:

INDUS Holding AG
Fachbereich Compliance
- Vertraulich -

Kélner Str, 32

51429 Bergisch Gladbach

compliance@indus.de

PERSONLICH: Bei personlicher Meldung bitten wir, einen Termin vorab Uber
compliance@indus.de zu vereinbaren.

Beschdftigte kénnen sich darUber hinaus an

ihre Vertrauensperson

ihr Personalwesen

ihren Betriebsrat

ihre Geschaftsflhrung

ihr Innerbetriebliches Vorschlags- und Meldewesen
wenden.

Gemdn § 7 Abs. 1 HinSchG hat jeder Hinweisgebende die Méglichkeit, zwischen einer internen Meldung Uber das
Hinweisgebersystem oder einer externen Meldung zu wdhlen. Der deutsche Gesetzgeber misst der internen
Meldung von Compliance-VerstdBen besondere Bedeutung bei und priorisiert diese ausdrlicklich gegentber ex-
ternen Kandlen.
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5 WER UNTERSUCHT DIE HINWEISE UND WIE IST DER
ABLAUF?

Wir nehmen alle Hinweise und Berichte Uber VerstoBe ernst und leiten eine Untersuchung unverzuglich ein, mit
dem Anspruch, jeden Fall ltickenlos, transparent und nachvollziehbar aufzukl@ren. Aufgabe des Fachbereichs
Compliance ist, den etwaigen Versto unter Wahrung der Anonymitdt des Hinweisgebenden zu untersuchen,
Der Fachbereich Compliance unterliegt der Schweigepflicht,

Das Meldeverfahren gewdhrleistet, dass keine Informationen offengelegt werden, die Ruckschlisse auf die Iden-
titdt des Hinweisgebenden zulassen. In spezifischen Fdllen ist der Fachbereich Compliance gesetzlich verpflich-
tet, die beschuldigte(n) Person(en) darlber zu informieren, dass ein Hinweis eingegangen ist. Voraussetzung
daflr ist, dass diese Meldung die Weiterverfolgung des Hinweises nicht mehr geféhrden kann. Darlber hinaus
ist der Fachbereich Compliance verpflichtet, gesetzliche Auskunftspflichten gegenlber Behtrden sowie gesetz-
liche Ausnahmen vom Vertraulichkeitsgebot zu beachten.

Der Zugriff auf das Hinweisgebersystem und somit auf alle eingehenden Meldungen hat ausschlieBlich der Fach-
bereich Compliance. Der Fachbereich Compliance ist fUr die Leitung des Hinweisgebersystems und insbesondere
flr die Bearbeitung von Hinweisen geschult, Fir den Fachbereich Compliance gilt das Gebot der Unparteilichkeit
und der Freiheit von Weisungen Dritter. Dardiber hinaus wird die Transparenz sowie die Wahrung der Rechte
aller Betroffenen, des Hinweisgebers ebenso wie die der beschuldigten Personen gewdhrleistet.

In speziellen Fdllen kann das Hinzuziehen Dritter notwendig sein. Im Falle der Notwendigkeit gewdhrt der Fach-
bereich Compliance unter Wahrung von Vertraulichkeit und Datenschutz ausgewdhlten Personen (z. B. betroffe-
ne Beteiligung oder Beteiligungsgruppe, Rechtsanwdlte) Zugriff auf die Meldung. Alle mit der Untersuchung des
Falls betrauten Personen werden zur Verschwiegenheit und zur Einhaltung der Datenschutzvorschriften ver-
pflichtet.

65 WIE WERDEN HINWEISGEBENDE PERSONEN GE-
SCHUTZT?

Der Schutz von hinweisgebenden Personen vor Benachteiligung oder Bestrafung aufgrund von abgegebenen
Hinweisen ist ein wichtiger Bestandteil des Meldeprozesses. Dies gilt unabhdngig davon, ob die hinweisgebende
Person selbst vom Vorfall betroffen ist.

Einschuchterungsversuche und Repressalien gegendber Personen, die in gutem Glauben ein tatsdchliches oder
vermutetes Fehlverhalten melden, werden nicht geduldet. Sollte der Eindruck entstehen, dass eine Person auf-
grund eines Hinweises Einschlchterungen oder Repressalien erleidet, sollte sie dies unverzlglich der Meldestelle
gemeldet werden. Derartige Einschlchterungsversuche oder Benachteiligungen werden ebenfalls nach den oben
dargestellten Verfahren geprift und gegebenenfalls weiter untersucht,

6.1  SANKTIONEN MISSBRAUCHLICHEN VERHALTENS

Das Verfahren ist dazu konzipiert, Risiken und Vorftlle zu identifizieren. Ein Missbrauch ist nicht akzeptabel. Wir
behalten uns vor, DisziplinarmaBnahmen oder Strafverfolgung anzuwenden oder Schadensersatzanspriiche
gegen Hinweisgebende geltend zu machen, wenn diese wissentlich falsche Meldungen erstatten oder zum Zeit-
punkt der Meldung keinen hinreichenden Grund zur Annahme hatten, dass die von ihnen gemeldeten Sachver-
halte der Wahrheit entsprechen.
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6.2 AUSNAHMEN FUR DEN SCHUTZ DES MELDENDEN
In bestimmten Situationen kann der Schutz der hinweisgebenden Person eingeschrdnkt sein:

Auf Anforderung z.B. von Strafverfolgungsbehorden ist der Dienstleister (,SpeakUp") verpflichtet, Sprach-
nachrichten, IP-Adressen und / oder Telefonnummern zur Verflgung zu stellen. Eine Weitergabe dieser Infor-
mation an uns erfolgt dagegen nicht.

Fdlle, bei denen festgestellt wurde, dass Meldungen vors@tzlich falsch bzw. wider besseres Wissen und/oder
in boser Absicht (,bosgl@ubig") gemacht wurden;

oder wenn die Meldung selbst als Straftat oder Versto3 gegen den Verhaltenskodex eingeordnet werden
muss (z.B. Uble Nachrede oder Bedrohung).

6.3 SCHUTZ DER BESCHULDIGTEN / BETROFFENEN

Das Meldesystem gewdhrleistet den Schutz des Meldenden. Jedoch darf auch der Schutz der durch die Meldung
Betroffenen beziehungsweise Beschuldigten nicht unbericksichtigt bleiben.

Sollten aufgrund einer Meldung Ermittlungen eingeleitet werden, wird der Fachbereich Compliance die Betrof-
fenen spdtestens binnen 30 Arbeitstagen informieren. Diese Phase kann unter Abwadgung der fallspezifischen
Situation auch verl@ngert werden, z.B. wenn das Risiko besteht, dass Beweise vernichtet oder die eingeleiteten
Ermittlungen anderweitig behindert werden.

Selbstverstandlich gilt bis zum Beweis des Gegenteils die Unschuldsvermutung. Beschuldigte haben das Recht
auf Anhorung und Einsicht in die Akte im gesetzlichen Rahmen, um ihre Verteidigungsrechte geltend zu machen.
Eine mogliche Sanktionierung der Beschuldigten erfolgt erst, wenn der VerstoR zweifelsfrei festgestellt ist. Be-
troffene haben das Recht, sich Uber gegen sie gerichtete Ermittlungen zu beschweren.

7/ WAS PASSIERT, NACHDEM EIN HINWEIS ABGEGEBEN
IST?

a) Eingang des Hinweises

Die hinweisgebende Person erhdlt innerhalb von einer Woche eine personliche Rickmeldung des Fachbereichs
Compliance. Diese kann schriftlich, per E-Mail oder elektronisch (ber das Hinweisgebersystem erfolgen.

Bei einer (anonymen) Meldung Uber das Hinweisgebersystem:

Der Hinweisgebende erhdlt eine individuelle Fall-Nummer und wahlt ein personliches Passwort, Beide Num-
mern sollten notiert und aufbewahrt werden. Die Fall-Nummer und das dazugehtrige Passwort sind der
personliche Schltssel des Hinweisgebenden zu der Meldung, die er gesendet hat.

Mit der individuellen Fall-Nummer und dem Passwort kann der Hinweisgebende jederzeit zusatzliche Infor-
mationen abgeben und (anonym) mit dem Fachbereich Compliance kommunizieren. Jedes Mal, wenn er auf
die Meldung im Hinweisgebersystem zugreifen will, muss er die Fall-Nummer und das Passwort angeben.,

Abgegebene Meldungen werden im angebotenen Rahmen und sofern erforderlich, (anonym) Ubersetzt,

Telefonisch abgegebene Meldungen werden transkribiert und die Originaltonaufnahme geldscht.

b) Prufung des Hinweises

Der Fachbereich Compliance priift zundchst, ob ausreichende Informationen fUr die Prifung und Untersuchung des
mitgeteilten Sachverhalts vorliegen. Sollte dies nicht der Fall sein, wird er mit der hinweisgebenden Person Kon-
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takt aufnehmen, um weitere Informationen zu erfragen. Uber das Hinweisgebersystem ist eine anonyme Kommu-
nikation mit dem Hinweisgeber moglich. Falls weder ausreichende Informationen vorliegen noch die Kontaktauf-
nahme moglich ist oder es sich nachgewiesenermaBen um eine Falschmeldung handelt, wird der Fall geschlossen.

c) Kldrung des Sachverhalts

Jeder Hinweis und der damit verbundene Sachverhalt ist spezifisch und individuell zu bearbeiten. Der Fachbe-
reich Compliance untersucht den Sachverhalt umfassend selbst oder leitet ihn unter Wahrung von Vertraulich-
keit und Datenschutz an die zustdndige Stelle (der jeweils betroffenen Beteiligung oder Beteiligungsgruppe)
weiter, Die zusttndige Stelle ist verpflichtet, Informationen streng vertraulich zu behandeln und mit den ent-
sprechenden Vorgaben und erforderlichen MaBnahmen, den Missstand zeitnah aufzukldren und/ oder zu besei-
tigen. Ziel ist stets die zligige Bearbeitung unter Beachtung groBter Sorgfalt und ausflhrlicher Anhorung aller
einzubeziehenden Personen.

Bei der weiteren Prifung des Missstands kdénnen externe Sachverstdndige, z.B. Rechtsanwadlte, hinzugezogen
werden. Es kann zu einer Anzeigepflicht bei hinreichendem Verdacht einer Straftat kommen.

d) Erarbeitung einer Losung

Falls die Untersuchung nach Uberzeugung des Fachbereichs Compliance beziehungsweise der zustédndigen
Stelle einen VerstoR bestdtigt, wird ein Vorschlag zur weiteren Vorgehensweise erarbeitet, Im Falle von men-
schenrechtlichen und umweltbezogenen Risiken oder Verletzungen gilt dieses insbesondere fur Prdventions-
und AbhilfemaBnahmen. Der Fachbereich Compliance beziehungsweise die zustdndige Stelle Gberpriift in jedem
Einzelfall, welche Konseguenzen geeignet, erforderlich und angemessen sind. Es gilt das Prinzip der Verhdltnis-
madBigkeit.

e) Umsetzung und Nachverfolgung

Der Fachbereich Compliance beziehungsweise die zusttndige Stelle verfolgen die Umsetzung des Ldsungsvorschlags.

f) Abschluss des Verfahrens

Die hinweisgebende Person wird, sofern die Mdglichkeit der Kontaktaufnahme besteht, Uber den Abschluss des
Meldeverfahrens informiert.

Die Bearbeitungszeit ist fallabhdngig und kann daher von wenigen Tagen bis zu mehreren Monaten dauern. Der
Fachbereich Compliance ist bemdiht, die Untersuchung zeitnah abzuschlieBen.

Sofern der Meldende mit dem Ergebnis der Untersuchung nicht einverstanden ist, hat er erneut die Mdglichkeit,
dies Uber das digitale Hinweisgebersystem oder direkt Uber den Fachbereich Compliance kundzutun.

8 WELCHE MABNAHMEN DER BERICHTERSTATTUNG
GIBT ES?

Eine anonymisierte Berichterstattung Uber gemeldete Vorfdlle erfolgt regelmdRig durch den Fachbereich Com-
pliance an den Vorstand der INDUS Holding AG. Der Vorstand berichtet an den Priifungsausschuss des Aufsichts-
rats weiter. Auf Anforderung des Priifungsausschusses kann dies auch unmittelbar durch den Compliance-Be-
auftragten erfolgen.

Die GeschdftsfUhrungen der Beteiligungen werden einmal jdhrlich vom Vorstand der INDUS Holding AG aufgefor-
dert, Uber Compliance-Vorfdlle anonymisiert Bericht zu erstatten,
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9 DATENSCHUTZ

Der Schutz von Daten, sowohl der Meldenden als auch Betroffener, wird im gesetzlichen Rahmen zugesichert.
Informationen werden, sowohl was Inhalte als auch den Personenkreis angeht, ausschlieBlich auf einer be-
schrdnkten Basis zugdnglich gemacht (sog. ,Need-to-Know-Prinzip"). Detaillierte Informationen zum Datenschutz

werden im Datenschutzhinweis erldutert.
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